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Terms and Conditions
The SSL Store™ shall provide its products and services to the Customer under the following Terms and
Conditions. The Terms and Conditions form an agreement between The SSL Store™ and the Customer and
are intended to protect both the integrity and liability of The SSL Store™ and the Customer. The Terms and
Conditions will be enforced by The SSL Store™ to ensure the speed, power, performance, and reliability of
The SSL Store™ products and services and products and services resold or re-branded to the Customer by
The SSL Store™. These Terms and Conditions may change at any time.

The Customer understands and agrees that any product or service is provided on an as-is basis and that
The SSL Store™ assumes no responsibility for the timeliness, deletion, mis-delivery or failure to Store any
Customer communications or personalization settings.

No Unlawful Or Prohibited Use
As a condition of the use of any product or service, the Customer will not use any service or product for any
purpose that is unlawful or prohibited by these terms, conditions, and notices. The Customer may not
attempt to gain unauthorized access to any product or service, other accounts, computer systems or
networks connected to product or service operated by The SSL Store™, through hacking, password mining
or any other means.

The Customer may not obtain or attempt to obtain any materials or information through any means not
intentionally made available by The SSL Store™.

The SSL Store™ reserves the right at all times to disclose any information it deems necessary to satisfy
any applicable law, regulation, legal process or governmental request, in its sole discretion.

Third Party
Any dealings with third parties (including advertisers) included within The SSL Store™ website or
participation in promotions, including the delivery of and the payment for goods and services, and any other
terms, conditions, warranties or representations associated with such dealings or promotions, are solely
between the Customer and the advertiser or other third party. The SSL Store™ shall not be responsible or
liable for any part of any such dealings or promotions.

Termination
The Customer agrees that The SSL Store™, in its sole discretion, may terminate the Customer password,
account (or any part thereof) or use of any product or service if the Customer violates any of these terms, or
for any reason The SSL Store™ considers is reasonable. Partner can immediately terminate this agreement
with written 60 day notice at any time. Once terminated, Partner or Customer is able to purchase SSL
certificates from another company at any time.

Customer Responsibilities
Using any product or service in connection with pyramid schemes, chain letters, junk e-mail, spamming or
any duplicative or unsolicited messages (commercial or otherwise) is prohibited.

In consideration of the use of the any product or service, the Customer agrees to:

Provide true, accurate, current and complete information as prompted by any registration, application, sign-
up form or similar.

Maintain and promptly inform us to update any registration data, application data, sign-up form data or
similar data to keep it true, accurate, current and complete. If any information that is untrue, inaccurate, not
current or incomplete, or if The SSL Store™ has reasonable grounds to suspect that such information is
untrue, inaccurate, not current or incomplete, The SSL Store™ has the right to suspend or terminate the
Customer account, product or service and refuse any and all current or future use of any account, product
or service (or any portion thereof).

The Customer is responsible for maintaining the confidentiality of any credentials, and is fully responsible
for all activities that occur using those credentials. Some products and services may allow the Customer to
choose its own credentials.

Any Customer in violation of system or network security is subject to criminal and civil liability, as well as
immediate account, product, service or similar termination. Examples include, but are not limited to the
following: Unauthorized access, use, probe, or scan of systems security or authentication measures, data
or traffic. Interference with any service, host or network including, without limitation, e-mail bombing,
flooding, deliberate attempts to overload a system and/or broadcast attacks, or forging of any TCP/IP
packet header.

The SSL Store™ does NOT allow or accept Customer's that provide any content, points of distribution, or
'links' to sites that :

Infringe on any third party's intellectual property or proprietary rights, or rights of publicity or privacy.

Violate any law, statute, ordinance or regulation.

Are defamatory, trade libelous, threatening, unlawfully harassing, abusive, pornographic or obscene.

Contain viruses, trojan horses, worms, time bombs, cancel-bots, corrupted files, or any other similar
software or programs that may damage the operation of another's computer or property of another.

Contain pirated or hacking/phreaking software (warez).

Account status
Rapid Web Services, LLC and its subsidiaries charge a monthly Maintenance Fee on idle accounts that
reflect liabilities due to refunds or store credit. An account is deemed "idle" if there has been no activity for
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27 consecutive months. No activity is defined as not logging in or having any order-related activity within
your account. The monthly "Maintenance Fee" will be 5 US dollars for ".COM", 5 Euros for ".EU" and 350
Rupees for ".IN" accounts. Rapid Web Services, LLC and its subsidiaries will recognize this non-refundable
Maintenance Fee as revenue in the month it is charged. This fee is to ensure data integrity, data storage
and compliancy with various data protection laws (e.g. GDPR, CCPA, etc.) for historical account activity.
The first charge will appear on the first day of the first full month following the date in which the account is
deemed idle. This charge will continue to occur monthly until it is no longer idle, by a user logging into the
account and making a purchase; or the liability is reduced to zero.

All products and/or services sold and/or provided by Rapid Web Services LLC and subsidiaries that are left
in a ungenerated state are subject to a shelflife of thirty (30) months. Any and all purchases exceeding thirty
(30) months shall be subject to deactivation and shall no longer be capable of being redeemed and will no
longer hold any value.

Other Terms & Conditions
The Customer agrees that certain products and services may have their own Terms & Conditions,
subscriber agreements or similar and by purchasing, ordering or using, the Customer agrees to those
Terms & Conditions, subscriber agreements or similar.

The Customer agrees to be active during the duration of this Agreement. Active refers to having minimal
Product sales. If an account has no activity for a period of 12-months, the Customer’s account may be
suspended and may lose access to right & privileges.
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